12, Privatlivspolitik ansaggere
og medarbejdere hos Bagger
Lase & Alarm A/S

Privatlivspolitik

Ansggere og medarbejdere hos Bagger Lase & Alarm A/S

Som dataansvarlig virksomhed ligger databeskyttelse os meget pa sinde. Vi veerner om de
personoplysninger, som vi handterer, og vi sikrer os, at vi lever op til
databeskyttelseslovgivningen.

Vi giver de personer, som vi behandler oplysninger om ("de registrerede”), informationer om
vores databehandlinger og om de rettigheder, som man har som registreret.

I denne privatlivspolitik beskriver vi vores behandling af oplysninger om vores medarbejdere.

Hvem vi er - og hvordan du kan kontakte os
Den dataansvarlige virksomheds identitet og kontaktoplysninger

Bagger Lase & Alarm A/S

Ndr ringgade 70B

4200 Slagelse

CVR-nr. 27920004

TIf: +45 70202112

E-mail: bagger@bagger-laase.dk
Web: www.bagger-laase.dk

Kontakt vedrgrende databeskyttelse
Hvis du har spergsmal om vores behandling af dine oplysninger, er du altid velkommen til at
kontakte vores databeskyttelsesansvarlige.

Du kan kontakte den databeskyttelsesansvarlige pa felgende méader:

» Pa e-mail: Skriv til: bagger@bagger-laase.dk
Husk at almindelig e-mail ikke er en sikker kommunikation. Skriv ikke noget i din e-
mail, som er privat eller folsomt, eller som du i gvrigt synes skal beskyttes.

» Ved brev: Skriv til postadressen naevnt ovenfor, att. Dataansvarlig

Vores behandlinger af personoplysninger

Kategorier af personoplysninger
De oplysninger, som vi behandler om dig, kan omfatte:
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Oplysninger om ansegere

Nar du ansgger om en stilling hos Bagger lase & Alarm A/S og under din eventuelle ansattelse
hos Bagger Lase & Alarm A/S indsamler og behandler vi folgende typer af personoplysninger om
dig:

» Almindelige personoplysninger, herunder

o dine identitets- og kontaktoplysninger, herunder privat adresse, telefonnummer
og e-mailadresse
uddannelse, tidligere ansettelser og andre oplysninger indeholdt i dit CV
alder, kon, ansettelsesland, afdeling, segment/funktion, lonramme, lgn
oplysninger indhentet fra referencer
oplysninger i forbindelse med persontest, hvis en sidan er udfert. Det er fx ved
ansattelse af ledende medarbejdere og i nogle forskellige teams, der har behov
for at udvikle sig med kompetencer
o oplysninger, der indgéar i vores korrespondance med dig

O O O O

» CPR-nummer
o Nar du er ansgger, kan vi behandle oplysninger om dit CPR-nummer, hvis du har
givet os samtykke dertil, og vi har et relevant og sagligt formal, fx i forbindelse
med ansettelsesforlgbet.

» Oplysninger om strafbare forhold
o Hyvis du sgger om en stilling, hvor det er nodvendigt at vi ser din straffeattest, vil
vi — nar du star umiddelbart over for en eventuel ansattelse — bede dig om at
indhente din straffeattest og give den til os. Vi vil samtidig bede om dit specifikke
samtykke til, at vi m4 se og evt. opbevare straffeattesten.

» Oplysninger om kgrekort
o Hyvis du sgger om en stilling, hvor det er nedvendigt at vi ser dit kerekort, vil vi —
nar du star umiddelbart over for en eventuel ansettelse — bede dig om at
fremvise dit kerekort. Vi vil samtidig bede om dit specifikke samtykke til, at vi ma
se og evt. opbevare kopi af dit kerekort.

Oplysninger om medarbejdere og tidligere medarbejdere
Hvis du er ansat i Bagger Lase & Alarm A/S indsamler og behandler vi, udover ovenstéende,
folgende typer af personoplysninger om dig;:

» Almindelige personoplysninger, herunder
o len, bankkonto og skatteoplysninger og pensionsforhold
o oplysninger om personlig performance
o oplysninger om ferie, sygdom og andet fravaer
o oplysninger om it-udstyr og telefon, som Bagger Lase & Alarm A/S stiller til din
disposition til brug for dit arbejde
o din underskrift
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oplysninger om dine pargrende

oplysninger om din brug af e-mail og internet

oplysninger om din brug af firma-telefon/mobiltelefon

eventuelle oplysninger modtaget som led i Bagger Lase & Alarm A/S -koncernens
whistleblowerordning

o oplysninger om opher af ansattelse, herunder evt. afskedigelse eller bortvisning.

O O O O

» CPR-nummer
o Naér du er ansat i Bagger Lase & Alarm A/S, behandler vi oplysninger om dit CPR-
nummer for at kunne identificere dig utvetydigt, nar vi skal indberette
oplysninger om din len mv. efter reglerne i skattelovgivningen om
indberetningspligt.

» Folsomme personoplysninger
o Medlemskab af fagforening i forbindelse med eventuelle tvister
o Helbredsmassige forhold (arbejdsskader, sygefraveer herunder
mulighedserklaeringer og leegeattester, oplysninger om barsel i forbindelse med
dagpengerefusion, fleksjob eller ansattelse pa serlige vilkar, fx ved handicap).

» Oplysninger om strafbare forhold
o Eventuelle oplysninger om strafbare forhold modtaget som led i Bagger Lase &
Alarm A/S koncernens whistleblowerordning.

» Videoovervagning
o Billeder — dvs. stilbilleder og levende billeder — af dig, hvis du feerdes i de
omrader, som vi tv-overvager. Samt strafbare forhold, hvis der er billeder, hvor
du begar ulovligheder. Der henvises til bilag 14 - Privatlivspolitik tv-overvagning.

» Adgangskontrol

Formal og retsgrundlag
Vores databehandlinger har folgende formal:

» Administration af personale, herunder sagsbehandling i forbindelse med anszttelser.
Administrationen sker pa grundlag af gaeldende lovgivning og andre centralt fastsatte
regler samt overenskomster og aftaler, der indgas mellem arbejdsmarkedets parter samt
lokalt og individuelt indgaede aftaler om lgn- og ansattelsesvilkar.

> Statistiske formal.

Retsgrundlaget for vores behandling af personoplysninger er:

Version 25. maj. 2018



» Retsgrundlaget for behandling af dit CPR-nummer er — indtil du bliver ansat — dit
samtykke, jf. databeskyttelseslovens § 11, stk. 2, nr. 2. Du kan til enhver tid traekke dit
samtykke tilbage, hvorefter vi fremover, som udgangspunkt ikke l&engere ma opbevare
dit CPR-nummer. Hvis vi har et andet lovligt grundlag for behandling af oplysningen, vil
vi dog fortsat godt kunne behandle oplysningen. En tilbagekaldelse af samtykket vil
endvidere ikke pévirke lovligheden af behandling, som vi har foretaget inden
tilbagekaldelsen.

» Nar du er ansat, er grundaget for behandlingen af dit CPR-nummer reglerne i
skattelovgivningen om indberetningspligt og § 11, stk. 2, nr. 1, i databeskyttelsesloven.

» Helbredsoplysninger behandles med hjemmel i lovgivningen. Er retsgrundlaget for
behandling af helbredsoplysninger som led i ansettelse pa serlige vilkar den serlov, der
regulerer den sarlige ansattelsesform.

» Eventuelle strafbare forhold i staffeattester behandles med dit udtrykkelige samtykke, jf.
databeskyttelseslovens § 8, stk. 3. Du kan til enhver tid traekke dit samtykke tilbage,
hvorefter vi fremover, som udgangspunkt ikke leengere ma behandle oplysningerne. Hvis
vi har et andet lovligt grundlag for behandling af oplysningen, vil vi dog fortsat godt
kunne behandle oplysningen. En tilbagekaldelse af samtykket vil endvidere ikke pavirke
lovligheden af behandling, som vi har foretaget inden tilbagekaldelsen.

» Retsgrundlaget for behandling af personoplysninger, der indgar i persontests, og
resultatet af testen er dit samtykke, jf. databeskyttelseslovens § 6, stk. 1, jf.
databeskyttelsesforordningens artikel 6, stk. 1, litra a. Du kan til enhver tid traekke dit
samtykke tilbage, hvorefter vi fremover, som udgangspunkt ikke leengere méa behandle
oplysningerne. Hvis vi har et andet lovligt grundlag for behandling af oplysningen, vil vi
dog fortsat godt kunne behandle oplysningen. En tilbagekaldelse af samtykket vil
endvidere ikke pavirke lovligheden af behandling, som vi har foretaget inden
tilbagekaldelsen.

» Nar vi registrerer oplysninger, som er kraevet efter bogferingsloven eller som led i
indberetningspligten til skattemyndighederne, er retsgrundlaget databeskyttelseslovens
§ 6, stk. 1, jf. databeskyttelsesforordningens artikel 6, stk. 1, litra ¢, om behandling, som
er ngdvendig for at overholde en retlig forpligtelse, som pahviler den dataansvarlige.

» Retsgrundlaget for vores indsamling og registrering af oplysninger om brug af e-mail og
internet er databeskyttelseslovens § 6, stk. 1, jf. databeskyttelsesforordningens artikel 6,
stk. 1, litra f, om behandlinger, som er nadvendige for en legitim interesse, der ikke
overstiges af hensynet til de registrerede. De legitime interesser, der kan begrunde
undersggelse af en medarbejders internetanvendelse eller mail-konto, kan fx veare
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hensynet til drift, sikkerhed, genetablering og dokumentation samt hensynet til kontrol
af medarbejderens brug af internet eller e-mail.

Retsgrundlaget for vores behandling af oplysninger om medarbejders brug af telefoni,
herunder mobiltelefoner, er databeskyttelseslovens § 6, stk. 1, jf.
databeskyttelsesforordningens artikel 6, stk. 1, litra ¢, om behandling, som er nadvendig
for at overholde en retlig forpligtelse, som pahviler den dataansvarlige, herunder
forpligtelser til at fore en vis kontrol med, at fri mobiltelefoner ikke bruges til betaling til
private formal.

Retsgrundlaget for vores indsamling og registrering af de gvrige personoplysninger er
databeskyttelseslovens § 6, stk. 1, jf. databeskyttelsesforordningens artikel 6, stk. 1, litra
b, om behandlinger, som er ngdvendige for at indga en ansattelseskontrakt og for
udferelsen af ansettelseskontrakten.

Videregivelse af oplysninger om dig vil kunne ske under iagttagelse af
behandlingsreglerne i databeskyttelseslovgivningen og anden dansk lovgivning. Vi vil i
hvert enkelt tilfelde vurdere, om videregivelsen kraver dit udtrykkelige samtykke, eller
om videregivelsen kan ske pa andet retsgrundlag.

Statistiske formal

Oplysninger om lgn og fraveer mv. anvendes endvidere til at udforme forskellige
statistikker, herunder sygefravaersstatistik, hvor vi samkerer oplysninger om forskellige
medarbejdere for at danne et ngdvendigt overblik. Retsgrundlaget er
databeskyttelseslovens § 6, stk. 1, jf. databeskyttelsesforordningens artikel 6, stk. 1, litra
e, om behandlinger, som er ngdvendige af hensyn til udferelse af en opgave i samfundets
interesse. Kun oplysninger, som er ngdvendige for undersggelsen anvendes, og
oplysningerne anvendes ikke til andre formal end ren statistik.

Kategorier af modtagere
Vi videregiver eller overlader personoplysninger om vores ansatte til folgende kategorier af
modtagere:

VVVYVYVYVYYVY

>

Skattemyndigheder og andre myndigheder i forbindelse med lovpligtige indberetninger
Bankforbindelser i forbindelse med udbetaling af lon

Pensionsselskaber i forbindelse med pension

Kompetencefonde og fagforeninger i forbindelse med efteruddannelse og lonrefusion
Eksterne radgivere, vores advokatforbindelse mv.

Kunder og samarbejdspartnere til Bagger Ldse & Alarm A/S som du medvirker til at
betjene, modtager oplysninger som dit navn og din stilling i forbindelse med
sagsbehandling mv.

Vores databehandlere pa grundlag af databehandleraftaler.
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Sletning

Hvis du som ansgger, ikke fik job hos Bagger Lase & Alarm A/S gemmer vi din ansggning og de
gvrige personlige data sa l&enge som ngdvendigt for de formal, vi har beskrevet ovenfor. Data om
ansggningen slettes senest 3 maneder efter datoen for ansggningsfristen.

Bagger Lase & Alarm A/S folger generelt den opbevaringsfrist, der gelder efter
bogforingsloven. For at kunne dokumentere vores sagsbehandling og for at kunne leve op til
vores forpligtelser, har vi vurderet, at det er ngdvenligt at gemme alle oplysninger i op til fem ar
plus indevarende efter fratreeden.

Dine rettigheder
Du har efter lovgivningen en rakke rettigheder i forhold til vores behandling af oplysninger om
dig.

Du kan gore brug af dine persondatarettigheder ved at henvende dig til os. Vores
kontaktoplysninger finder du everst i denne politik.

Nar du har anmodet om at fa adgang til oplysninger om dig, at f4 dem rettet eller slettet, eller
hvis du har gjort indsigelse mod vores databehandling, undersgger vi, om det er muligt at
ime@dekomme dit gnske. Vi giver dig svar pa din henvendelse s& hurtigt som muligt og senest en
maned efter, at vi har modtaget din henvendelse.

Dine rettigheder

> Ret til at se oplysninger (indsigtsret)
Du har ret til at fa indsigt i de oplysninger, som vi behandler om dig, samt en raekke
yderligere oplysninger.

» Ret til berigtigelse (rettelse)
Hvis du mener, at de persondata, vi behandler om dig, er ungjagtige, har du ret til at fa
dem rettet. Du skal henvende dig til os og oplyse os om, hvori ungjagtighederne bestar,
og hvordan de kan rettes. Vi skal i alle tilfzelde tage stilling til, om vi mener din
anmodning er berettiget. Nar du henvender dig med en anmodning om at fa rettet eller
slettet dine persondata, undersgger vi, om betingelserne er opfyldt, og gennemfoarer i sa
fald @endringer eller sletning s& hurtigt som muligt.

» Ret til sletning
Vi sletter generelt persondata, nar de ikke leengere er ngdvendige. I sarlige tilfzelde har
du ret til at fa specifikke oplysninger om dig slettet, inden tidspunktet for vores
almindelige generelle sletning indtraffer. Det geelder, hvis du traekker dit samtykke
tilbage, og vi ikke har et andet grundlag for at behandle oplysningerne. Hvis du mener, at
dine data ikke leengere er ngdvendige i forhold til det formal, som vi indhentede dem til,
kan du bede om at fa dem slettet. Du kan ogsa kontakte os, hvis du mener, at dine
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persondata bliver behandlet i strid med lovgivningen eller andre retlige forpligtelser.

» Ret til begreensning af behandling
Hvis du bestrider oplysninger, som vi har registreret eller pa anden vis behandler, kan
du anmode os om at begrense behandlingen af oplysningerne, indtil vi har haft
mulighed for at fastsld, om oplysningerne er korrekte. Du kan ogsa anmode om
begransning i stedet for sletning, hvis du mener vores behandling af oplysningerne er
ulovlig, eller hvis du mener vi ikke leengere har brug for oplysningerne, eller hvis du
mener dine legitime interesser gar forud for den dataansvarliges legitime interesser. Hvis
du far medhold i, at vores behandling skal begranses, mé vi fremover kun behandle
oplysningerne med dit samtykke, eller med henblik pa at retskrav kan fastlaegges, gores
gaeldende eller forsvares, eller for at beskytte en person eller vigtige samfundsinteresser.

» Ret til at transmittere oplysninger (dataportabilitet)
Du har ret til at modtage persondata, du har stillet til radighed for os, og dem, vi har
indhentet om dig hos andre akterer pa baggrund af dit samtykke. Hvis vi behandler data
om dig som led i en kontrakt, hvor du er part, kan du ogsa fa tilsendt dine data. Du har
ogsa ret til at overfore disse persondata til en anden tjenesteudbyder. Du kan ogsé bede
os om at fa oplysningerne sendt direkte fra den dataansvarlige til en anden myndighed
eller virksomhed. Hvis du ensker at bruge din ret til dataportabilitet, vil du modtage dine
persondata fra os i et almindeligt anvendt og maskinlaesbart format.

» Ret til indsigelse
Du har ret til at gare indsigelse mod vores behandling af oplysninger om dig. Du kan
ogsa gare indsigelse mod vores videregivelse af dine data til markedsferingsformal. Du
kan bruge kontaktoplysningerne gverst til at sende en indsigelse. Hvis din indsigelse er
berettiget, sorger vi for at ophgre med behandlingen af oplysningerne.

» Ret til at fa information om nye formal
Hvis vi gnsker at bruge oplysninger om dig til et andet formél, end de formal, som vi
tidligere har oplyst over for dig, fx i denne privatlivspolitik, har du ret til at fa
information herom, inden vi viderebehandler oplysningerne til det andet formal.

» Ret til at treekke dit samtykke tilbage
Hvis vores behandling af dine oplysninger sker pa grundlag af dit samtykke, kan du til
enhver tid treekke samtykket tilbage. Hvis du tilbagekalder samtykket, mé vi fremover
ikke leengere behandle oplysningerne. Tilbagekaldelse af samtykke pavirker ikke
lovligheden af den behandling, der er baseret pa samtykke inden tilbagekaldelsen. Hvis
vi har et andet lovligt grundlag for behandling end samtykke med et selvstaendigt formal
— eksempelvis opbevaring af oplysninger af hensyn til overholdelse af reglerne om
bogfering — vil denne behandling fortsat kunne finde sted.
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Hvis du ikke er tilfreds med vores svar, har du mulighed for at klage til Datatilsynet. Det geelder
generelt, at hvis du er utilfreds med den méade, dine personlige oplysninger er blevet behandlet
pa, kan du klage til Datatilsynet, som derefter undersoger sagen og traffer en afggrelse.

Du finder Datatilsynets kontaktoplysninger pa www.datatilsynet.dk.

NB! Du kan skrive til Datatilsynet via Digital Post pa Borger.dk, hvor fremsendelsen af din
henvendelse sker sikkert (krypteret). Vi anbefaler, at du bruger Digital Post, hvis din
henvendelse indeholder fortrolige eller felsomme personoplysninger.

ANDRINGER AF VORES POLITIK

Hyvis vi &@ndrer maden, vi handterer dine Persondata p4, vil vi opdatere denne politik. Vi
forbeholder os retten til at foretage sndringer i vores praksis, og denne politik nér som helst, sa
du bedes med jevne mellemrum kontrollere for opdateringer eller &ndringer i vores politik.
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